
  

 

 

  

 
PRIVĀTUMA POLITIKA  

 
Atbildīga pieeja personas datu drošībai ir mūsu 
prioritāte un vēlamies sniegt informāciju par to, 
kā tiek veikta fizisko personu datu apstrāde 
Agrova – visos uzņēmumos, kurus tieši vai netieši 
kontrolē Agrova International. 
 
 
Jūsu Personas datu kopīgie datu apstrādes 
Pārziņi ir Agrova uzņēmumi, kuriem Jūs esat 
iesniedzis savus personas datus, pamatojoties 
uz līgumattiecībām vai pirmslīgumiskām 
attiecībām, vai kuru pakalpojumus Jūs plānojat 
izmantot, un/vai kuri nosaka Personas datu 
apstrādes nolūkus un līdzekļus. 
 
Kopīgie Pārziņi: 
 
Agrova uzņēmumi Latvijā 

▪ Akciju sabiedrība Agrova International, 
reģistrācijas numurs 40203684440, 
adrese: Malduguņu iela 4, Mārupe, 
Mārupes novads, LV-2167, Latvija;  

▪ Akciju sabiedrība Agrova Baltics, 
reģistrācijas numurs 50203047991, 
adrese: Malduguņu iela 4, Mārupe, 
Mārupes novads, LV-2167, Latvija; 

▪ Sabiedrība ar ierobežotu atbildību 
Alūksnes putnu ferma, reģistrācijas 
numurs 43203003333, adrese: “Putni”, 
Ziemera pagasts, Alūksnes nov., LV-4301, 
Latvija; 

▪ Sabiedrība ar ierobežotu atbildību APF 
Trading, reģistrācijas numurs 
50203051041, adrese: Malduguņu iela 4, 
Mārupe, Mārupes novads, LV-2167, 
Latvija; 

▪ Sabiedrība ar ierobežotu atbildību 
Oluksne, reģistrācijas numurs 
50203050741, adrese: “Putni”, Ziemera 
pagasts, Alūksnes nov., LV-4301, Latvija; 

▪ Sabiedrība ar ierobežotu atbildību Agrova 
Energy, reģistrācijas numurs 
40203352847, adrese: Malduguņu iela 4, 
Mārupe, Mārupes novads, LV-2167, 
Latvija; 

▪ Sabiedrība ar ierobežotu atbildību Preiļu 
putni, reģistrācijas numurs 

 
PRIVACY POLICY  

 
A responsible approach to the security of 
personal data is our priority and we would like to 
provide information on how personal data is 
processed in the Agrova - in all companies 
directly controlled by the joint stock company 
Agrova International. 
 
The joint data controllers of your Personal Data 
are the Agrova companies to whom you have 
provided your personal data on the basis of a 
contractual or pre-contractual relationship, or 
whose services you  intend to use and /or, which 
determines the purposes and means of Personal 
Data processing: 
 
Joint Controllers: 
 
Agrova companies in Latvia 

▪ Joint-stock company Agrova 
International, registration number 
40203684440, address: Malduguņu 
Street 4, Mārupe, Mārupe Municipality, 
LV-2167, Latvia; 

▪ Joint stock company Agrova Baltics, 
registration number 50203047991, 
address: Malduguņu Street 4, Mārupe, 
Mārupe district, LV-2167, Latvia; 

▪ Limited liability company Alūksnes 
putnu ferma, registration number 
43203003333, address: "Putni", Ziemera 
parish, Alūksnes district, LV-4301, Latvia; 

▪ Limited liability company APF Trading, 
registration number 50203051041, 
address: Malduguņu Street 4, Mārupe, 
Mārupe district, LV-2167, Latvia; 

▪ Limited liability company Oluksne, 
registration number 50203050741, 
address: "Putni", Ziemera parish, 
Alūksnes district, LV-4301, Latvia; 

▪ Limited Liability Company Agrova 
Energy, registration number 
40203352847, address: 4 Malduguņu 
Street, Mārupe, Mārupe district, LV-2167, 
Latvia; 

▪ Limited liability company Preiļu putni, 
registration number 40203289853, 
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40203289853, adrese: Malduguņu iela 4, 
Mārupe, Mārupes novads, LV-2167, 
Latvija. 

 
Agrova uzņēmumi Apvienotajā karalistē 

▪ Agrova UK Holdings Limited, 
reģistrācijas numurs 16755986, adrese: 3 
Waterfront Business Park, Dudley Road, 
Brierley Hill, West Midlands, England, 
DY5 1LX; 

▪ Holdco SPF Limited, reģistrācijas 
numurs 14763089, adrese: 
Eltham House, 6 Forest Road, 
Loughborough, Leicestershire, England, 
LE11 3NP; 

▪ Sunrise Eggs Holdings Limited,  
reģistrācijas numurs 09818212, adrese: 
Eltham House, 6 Forest Road, 
Loughborough, Leicestershire, England, 
LE11 3NP; 

▪ Sunrise Poultry Farms Limited, 
reģistrācijas numurs 01135442, adrese: 
Eltham House, 6 Forest Road, 
Loughborough, Leicestershire, England, 
LE11 3NP. 
 

Kopīgo Pārziņu kontaktinformācija saziņai par 
visiem personas datu apstrādes un aizsardzības 
jautājumiem ir šāda: 

▪ Pasta adrese - Malduguņu iela 4, Mārupe, 
Mārupes novads, LV-2167, Latvija; 

▪ e-pasta adrese: info@agrova.com  
▪ tālrunis  +371 20 017 455 

 
 
DEFINIĪCIJAS 
Regula – Eiropas Parlamenta un Padomes 2016. 
gada 27. aprīļa Regula (ES) 2016/679 par fizisku 
personu aizsardzību attiecībā uz personas datu 
apstrādi un šādu datu brīvu apriti un ar ko atceļ 
Direktīvu 95/46/EK (Vispārīgā datu aizsardzības 
regula), kā arī Apvienotajā Karalistē piemērojamā 
UK GDPR un Data Protection Act 2018, ciktāl tas 
attiecas uz Agrova uzņēmumu datu apstrādi 
Apvienotajā Karalistē vai personas datu 
pārsūtīšanu starp Eiropas Savienību un 
Apvienoto Karalisti.  
 
 

address: Malduguņu Street 4, Mārupe, 
Mārupe district, LV-2167, Latvia. 

 
 
Agrova companies in the United Kingdom 

▪ Agrova UK Holdings Limited, registration 
number 16755986, address: 3 Waterfront 
Business Park, Dudley Road, Brierley Hill, 
West Midlands, England, DY5 1LX; 

▪ Holdco SPF Limited, registration number 
14763089, address: Eltham House, 6 
Forest Road, Loughborough, 
Leicestershire, England, LE11 3NP; 

▪ Sunrise Eggs Holdings Limited, 
registration number 09818212, address: 
Eltham House, 6 Forest Road, 
Loughborough, Leicestershire, England, 
LE11 3NP; 

▪ Sunrise Poultry Farms Limited, 
registration number 01135442, address: 
Eltham House, 6 Forest Road, 
Loughborough, Leicestershire, England, 
LE11 3NP; 

 
 
 
The contact information of the Joint Controllers 
for communication on all personal data 
processing and protection issues is as follows: 

▪ Postal address - 4 Malduguņi Street, 
Mārupe, Mārupe district, LV-2167, Latvia; 

▪ e-mail address – info@agrova.com  
▪ telephone +371 20 017 455 

 
 
DEFINITIONS 
Regulation – Regulation (EU) 2016/679 of the 
European Parliament and of the Council of 27 
April 2016 on the protection of natural persons 
with regard to the processing of personal data 
and on the free movement of such data, and 
repealing Directive 95/46/EC (General Data 
Protection Regulation), as well as the UK GDPR 
and the Data Protection Act 2018 applicable in 
the United Kingdom, insofar as it applies to the 
processing of data by Agrova companies in the 
United Kingdom or to the transfer of personal 
data between the European Union and the United 
Kingdom. 

mailto:info@agrova.com
mailto:info@agrova.com
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Jūs – Jūs kā fiziskā persona, kuras Personas datus 
apstrādājam. 
Pārzinis – uzņēmums vai uzņēmumi, kurus tieši 
vai netieši kontrolē Agrova International. 
Apstrāde – jebkura ar Personas datiem veikta 
darbība (tostarp to vākšana, ierakstīšana, 
reģistrēšana glabāšana, aplūkošana, 
izmantošana, grozījumu veikšana, piekļuves 
nodrošināšana, pieprasīšana, nodošana utt.). 
Personas dati – jebkāda informācija, kas 
attiecas vai varētu attiekties uz Jums, piemēram, 
Jūsu vārds, uzvārds, personas kods, adrese, 
tālruņa numurs, elektroniskā pasta adrese. 
Piekrišana – jebkurš Jūsu brīvi un apzināti sniegts 
apstiprinājums, ar kuru Jūs piekrītat savu 
Personas datu Apstrādei konkrētam nolūkam. 
 
 
Kādos gadījumos šī privātuma politika tiek 
piemērota?  
Šīs privātuma politikas mērķis ir pēc iespējas 
skaidrāk un saprotamāk informēt Jūs par to, kā 
un kāpēc Pārvaldītājs izmanto Jūsu personisko 
informāciju.  
 
Pārvaldītājam ir svarīgi nodrošināt caurskatāmu 
un pārredzamu procesu, apstrādājot Jūsu 
personas datus, tādēļ tiek veikti atbilstoši 
pasākumi, lai nodrošinātu, ka Jūsu personas dati 
ir drošībā un lai Jūsu personas datu apstrāde 
notiktu atbilstoši spēkā esošajiem datu 
aizsardzības tiesību aktiem un Pārvaldītāja 
iekšējām procedūrām un politikām. 
 
Interneta vietnē www.agrova.com būs pieejama 
aktuālā Privātuma politikas versija.  
Pārzinim ir tiesības jebkurā brīdī izdarīt izmaiņas 
šajā Privātuma politikā. 
 
 
Pārzinis var izmantot Jūsu sniegtos personas 
datus šādiem nolūkiem: 

▪ līguma sagatavošanai, noslēgšanai un 
administrēšanai, tai skaitā uzskaitei un 
uzglabāšanai; 

▪ politiski nozīmīgu personu 
identificēšana, lai izpildītu normatīvā 
regulējuma prasības saskaņā ar 
Noziedzīgi iegūtu līdzekļu legalizācijas un 

You – You as a natural person whose Personal 
Data we process. 
Controller – company or companies directly or 
indirectly controlled by Agrova International. 
Processing – any activity performed with 
Personal Data (including its collection, recording, 
registration, storage, viewing, use, amendment, 
provision of access, request, transfer, etc.). 
 
Personal data – any information that applies or 
could apply to you, such as your name, surname, 
personal identification number, address, 
telephone number, e-mail address. 
Consent - any freely and consciously given 
confirmation by which you agree to the 
Processing of your Personal Data for a specific 
purpose. 
 
When does this Privacy policy apply? 
 
The purpose of this Privacy policy is to inform you 
as clearly and comprehensibly as possible about 
how and why the Controller uses your personal 
information. 
 
It is important for the Controller to ensure a 
transparent and transparent process when 
processing your Personal data, therefore, 
appropriate measures are taken to ensure that 
your Personal data are protected and that the 
processing of your Personal data takes place in 
accordance with applicable data protection laws 
and the Controller's internal procedures and 
policies. 
The current version of the Privacy Policy will be 
available on the website www.agrova.com    
The Controller has the right to make changes to 
this Privacy Policy at any time. 
 
 
The Controller can use the personal data you 
provide for the following purposes: 

▪ for the preparation, conclusion and 
administration of the contract, including 
accounting and storage; 

▪ identification of politically significant 
persons in order to fulfill the 
requirements of the regulatory framework 
in accordance with the Law on the 

http://www.agrova.com/
http://www.agrova.com/


  

 

 

 4 

terorisma un proliferācijas finansēšanas 
novēršanas likumu; 

▪ personāla vadības nodrošināšanai: 
personāla atlases procesa organizēšanai 
un nodrošināšanai, darba tiesisko 
attiecību nodibināšanai u.tml.; 

▪ efektīvai uzņēmuma pārvaldības procesa 
nodrošināšanai; 

▪ biznesa plānošanai, izpildei un analītikai; 
▪ sabiedrības informēšanai par savu 

darbību; 
▪ pieteikumu izskatīšanai un apstrādei; 
▪ jaunumu izsūtīšanai; 
▪ drošības nodrošināšanai, tai skaitā 

videonovērošana: Pārzinis var veikt 
videonovērošanu, apstrādājot Jūsu 
Personas datus, kad atrodaties Pārziņa 
telpās, lai garantētu drošību un 
nodrošinātu īpašuma aizsardzību. Vietās, 
kurās tiek veikta videonovērošana, ir 
uzstādītas brīdinājuma zīmes par 
videonovērošanu; 

▪ tīmekļa vietnes uzturēšanai un darbības 
uzlabošanai; 

▪ informācijas apmaiņai sociālajos tīklos. 
 
 
 
 
 
 
Kāds ir Personas datu apstrādes juridiskais 
pamats? 
Pārzinis apstrādā personas datus uz šādiem 
tiesiskajiem pamatiem: 

▪ ar normatīvo aktu noteikta juridiskā 
pienākuma izpildei; 

▪ leģitīmās intereses nodrošināšanai; 
▪ līguma noslēgšanai vai izpildei; 
▪ uz Jūsu piekrišanas pamata; 
▪ personas vitālo interešu aizsardzībai, 

tostarp veselības un dzīvības 
aizsardzībai; 

▪ Pārziņa likumīgā interese uz īpašuma 
aizsardzību; 

▪ personas datu apstrāde var tikt veikta ar 
sociālo tīklu starpniecību.  Šādi publiskie 
konti ir pieejami Facebook, Instagram, 
LinkedIn un Youtube.   

 

prevention of money laundering and 
financing of Terrorism and proliferation; 

▪ for the ensuring the personnel 
management processes: for the 
organization and provision of the 
personnel requitement process, for the 
establishment of employment legal 
relations, etc.; 

▪ for effective provision of the company's 
management process; 

▪ for business planning, execution and 
analytics; 

▪ informing the society about its activities; 
▪ for consideration and processing of 

applications; 
▪ for sending news; 
▪ to ensure security, including video 

surveillance: The Controller may conduct 
video surveillance while processing your 
Personal Data when you are on the 
Controller's premises, in order to 
guarantee safety and ensure the 
protection of the property. Warning signs 
about video surveillance have been 
installed in places where video 
surveillance is carried out; 

▪ for website maintenance and 
performance improvement; 

▪ for information exchange in social 
networks. 

 
What is the legal basis for processing Personal 
Data? 
The Controller processes personal data on the 
following legal bases: 

▪ for the fulfilment of a legal obligation 
determined by a regulatory act; 

▪ to ensure legitimate interest; 
▪ for concluding or executing a contract; 
▪ based on your consent; 
▪ for the protection of the vital interests of 

the person, including the protection of 
health and life; 

▪ Controller's legitimate interest in property 
protection; 

▪ processing of Personal data can be done 
through social networks. Such public 
accounts are available on Facebook, 
Instagram, LinkedIn and Youtube. 
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Kas saņem jūsu Personas datus? 
Jūsu Personas dati tiek nodoti: 

▪ Agrova uzņēmumiem; 
▪ Sadarbības partneriem - pakalpojumu 

sniedzējiem un sadarbības partneriem, 
kas saistīti ar Pārziņa pakalpojumu 
nodrošināšanu un kurus Pārzinis pirms 
sadarbības uzsākšanas ir  rūpīgi izvērtējis 
(piemēram, auditorkompānijas, juridisko, 
informācijas tehnoloģiju pakalpojumu 
sniedzēji). Pārzinis izvērtē, vai sadarbības 
partneri (Personas datu apstrādātāji) 
pielieto atbilstošus drošības pasākumus, 
lai Jūsu Personas datu apstrāde notiktu 
atbilstoši Pārziņa uzdevumiem, 
norādījumiem, instrukcijām un normatīvā 
regulējuma prasībām. Šie uzņēmumi nav 
tiesīgi Jūsu Personas datus izmantot 
kādiem citiem mērķiem; 

▪ Tiesību sargājošajām iestādēm, valsts un 
pašvaldību, kā arī uzraudzības iestādēm - 
lai pildītu likumā noteiktās prasības 
(piemēram, tiesām, policijai, 
prokuratūrai, Valsts ieņēmumu 
dienestam, Datu valsts inspekcijai u.c.), 
pamatojoties uz rakstiski iesniegtiem 
pieprasījumiem vai tiesību aktos 
noteiktiem Pārzinim saistošiem 
pienākumiem; 

▪ Jūsu personas dati tiek apstrādāti Eiropas 
Savienības (ES), Eiropas Ekonomiskās 
zonas (EEZ) un Apvienotās Karalistes 
teritorijā. Datu pārnese un apstrāde 
Latvijā un Apvienotajā Karalistē notiek 
Agrova uzņēmumu ietvaros, balstoties uz 
tiesisku pamatu un atbilstošiem drošības 
pasākumiem. Personas dati netiek 
nosūtīti uz valstīm ārpus ES/EEZ un 
Apvienotās Karalistes, izņemot 
gadījumus, kad ir nodrošināti Regulas 
prasībām atbilstoši aizsardzības 
pasākumi, un pastāv tiesisks pamats 
šādai nosūtīšanai (piemēram, juridiska 
pienākuma izpilde, līguma 
slēgšana/izpilde, vai Jūsu piekrišana). 

 
 
 
 

Who receives your Personal Data? 
Your Personal Data is transferred: 

▪ Agrova companies; 
▪ Cooperation partners - service providers 

and cooperation partners related to the 
provision of the Controller's services and 
which the Controller has carefully 
evaluated before starting cooperation (for 
example, audit companies, legal, 
information technology service 
providers). The Controller evaluates 
whether cooperation partners (Personal 
data processors) apply appropriate 
security measures so that the processing 
of your Personal Data takes place in 
accordance with the Controller's tasks, 
commands, instructions and regulatory 
requirements. These companies are not 
entitled to use your Personal Data for any 
other purposes; 

▪ Law enforcement authorities, state and 
local governments, as well as supervisory 
authorities - to fulfil the requirements 
established by law (e.g. courts, police, 
prosecutor's office, State Revenue 
Service, Data State Inspectorate, etc.), 
based on written requests or legally 
binding obligations of the Controller; 

▪ Your personal data is processed within 
the European Union (EU), the European 
Economic Area (EEA) and the United 
Kingdom. Data transfer and processing in 
Latvia and the United Kingdom takes 
place within Agrova companies, based 
on a legal basis and appropriate security 
measures. Personal data is not 
transferred to countries outside the 
EU/EEA and the United Kingdom, except 
in cases where protective measures in 
accordance with the requirements of the 
Regulation are provided and there is a 
legal basis for such transfer (for example, 
compliance with a legal obligation, 
conclusion/performance of a contract, or 
your consent). 
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No kādiem avotiem mēs iegūstam un 
apkopojam Jūsu personas datus? 
Jūsu datu apstrādei var tikt piemērots viens vai 
vairāki šajā Privātuma politikā norādītie juridiskie 
pamati. 
 
Gandrīz visus Jūsu Personas datus Pārzinis iegūst 
tikai no Jums.  
 
Jūsu datus Pārzinis iegūst tiešā veidā no Jums arī 
tad, kad kontaktējaties ar Pārzini ar elektroniskā 
dokumenta formātā ar e-pasta starpniecību, pa 
tālruni, izmantojot sociālo mediju kontus, vai 
papīra dokumenta formātā ar pasta starpniecību 
vai klātienē (proti saņemot un izskatot iesūtītos 
jautājumus, priekšlikumus un sūdzības, 
ierosinājumus). 
 
Personas dati tiek iegūti arī fiksējot vizuālos datus 
ar Pārziņa drošības videokamerām. 
 
Personas dati tiek iegūti arī no citiem ārējiem 
avotiem, piemēram, publiskiem un privātiem 
reģistriem un publiski pieejamiem avotiem, 
piemēram, mediju avotiem. 
 
Vai Pārzinis izmanto sīkdatnes? 
Jā, Pārzinis izmanto sīkdatnes, lai uzlabotu 
vietnes funkcionalitāti un lietotāja pieredzi. 
Pārziņa Sīkdatņu politika ir pieejama: 
www.agrova.com 
 

Jaunumu saņemšana 

Ja vietnē esiet pieteicies un piekritāt saņemt 
jaunumus, Pārzinis uz Jūsu noradīto e-pasta 
adresi nosūta Jums jaunumus. Jaunumi ir 
piemēram, informācija par sagatavotajiem 
ziņojumiem, aktuālajiem notikumiem, 
piedāvājumiem. Jūsu personas datus, kas 
saistās ar jaunumu nosūtīšanu, apstrādā tikai 
Pārzinis un mūsu sadarbības partneri, kas 
nodrošina IT infrastruktūras un e-pastu 
nosūtīšanas platformas. Sadarbības partneriem 
tiek nodots minimālais nepieciešamais personas 
datu apjoms. Jūsu personas dati šā mērķa 
ietvaros tiek apstrādāti līdz brīdim, kad Jūs 
atsauksiet savu piekrišanu jaunumu 
saņemšanai. Ja nevēlaties vairs saņemt šādus 

From what sources Controller obtains and 
collects your Personal data? 
One or more of the legal bases specified in this 
Privacy policy may apply to the processing of your 
data. 
 
The Controller obtains almost all of your Personal 
data only from you. 
 
The Controller obtains your data directly from you 
also when you contact the Controller in the form 
of an electronic document via e-mail, by phone, 
using social media accounts, or in the form of a 
paper document via the mail or in person 
(namely, when receiving and examining 
submitted questions, proposals and complaints, 
suggestions). 
 
Personal data is also obtained by recording visual 
data with the Controller's security video 
cameras. 
Personal data is also obtained from other 
external sources such as public and private 
registers and publicly available sources such as 
media sources. 
 
Does the Controller use cookies? 
Yes, the Controller uses cookies to improve 
website functionality and user experience.  
Cookies policy available on www.agrova.com 
 
 
 
Receiving news 
 
If you have applied for and agreed to receive 
news, the Controller sends you news to the e-
mail address you specified. News is, for example, 
information about prepared reports, current 
events, offers. Your personal data related to 
sending news are processed only by the 
Controller and our cooperation partners who 
provide IT infrastructures and e-mail sending 
platforms. The minimum required amount of 
personal data is transferred to cooperation 
partners. Your personal data is processed for this 
purpose until you withdraw your consent to 
receive news. If you no longer wish to receive 
such news, you have the option to opt out of 
further use of your email address for sending 

http://www.agrova.com/
http://www.agrova.com/
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jaunumus, katrā saņemtajā jaunumu e-pastā 
Jums ir iespēja atteikties no turpmākas Jūsu e-
pasta adreses izmantošanas jaunumu sūtīšanai. 
Informācija par piekrišanas atsaukumu tiks 
saglabāta, lai pienācīgi izpildītu Jūsu 
pieprasījumu nesūtīt jaunumus. Pārzinis pārtrauc 
jaunumu sūtīšanu, tiklīdz tiek apstrādāts Jūsu 
pieprasījums. Tomēr ņemiet vērā, ka 
pieprasījuma apstrāde ir atkarīga no 
tehnoloģiskām iespējām izpildīt Jūsu 
pieprasījumu, kas var aizņemt līdz piecām 
diennaktīm. 
 
Cik ilgi Pārzinis uzglabā Personas datus? 
 
Personas dati tiek glabāti tik ilgi, cik tas ir 
nepieciešams konkrētajam nolūkam vai 
nolūkiem, kuriem Personas dati tika vākti. 
 
Pārzinis uzglabās Personas datus, kas savākti, 
gatavojoties noslēgt līgumu ar Jums vai izpildot 
šādu līgumu vismaz līdz šī līguma termiņa 
beigām. Turklāt, lai aizsargātu savas likumīgās 
intereses, Pārzinis var glabāt datus desmit (10) 
gadus pēc līguma izbeigšanas. 
 
 
Piemērojamie tiesību akti (piemēram, tiesību 
akti, kas nosaka pienākumus saistībā ar 
noziedzīgi iegūtu līdzekļu legalizācijas un 
terorisma un proliferācijas finansēšanas 
novēršanu) var pieprasīt, lai Pārzinis glabātu Jūsu 
Personas datus noteiktu laiku, un tādā gadījumā 
Pārzinis vienmēr ievēros attiecīgās prasības. 
 
Kā Pārzinis aizsargā manus Personas datus? 
 
Lai aizsargātu jūsu Personas datus no 
nesankcionētas piekļuves, nelikumīgas 
apstrādes vai izpaušanas, nejaušas 
nozaudēšanas, pārveidošanas vai iznīcināšanas, 
Pārzinis izmanto atbilstošus pasākumus, kas 
atbilst spēkā esošajiem likumiem. Šie pasākumi 
ietver tehniskus pasākumus, piemēram, 
piemērotu datorsistēmu atlasi un konfigurēšanu, 
atbilstošu savienojumu nodrošināšanu un datu 
un failu aizsardzību, kā arī organizatoriskus 
pasākumus, piemēram, piekļuves ierobežošanu 
šīm sistēmām, datnēm un līdzekļiem, hostinga 
un citu IT pakalpojumu sniedzēju rūpīgu atlasi un 

news in each news e-mail you receive. 
Information about the withdrawal of consent will 
be stored in order to properly fulfil your request 
not to send news. The Controller stops sending 
news as soon as your request is processed. 
However, please note that the processing of the 
request depends on the technological 
possibilities to fulfil your request, which may take 
up to five days. 
 
 
 
 
How long does the Controller store Personal 
Data? 
Personal data is stored for as long as it is 
necessary for the specific purpose or purposes 
for which the Personal data was collected. 
 
The Controller will store Personal data collected 
while preparing to enter into a contract with you 
or executing such a contract at least until the 
expiration of this contract. In addition, in order to 
protect its legitimate interests, the Controller 
may store the data for ten (10) years after the 
termination of the contract. 
 
Applicable laws (for example, laws establishing 
obligations related to the prevention of money 
laundering and the financing of terrorism and 
proliferation) may require the Controller to store 
your Personal Data for a certain period of time, in 
this case the Controller will always comply with 
the relevant requirements. 
 
How does the Controller protect my Personal 
Data? 
In order to protect your Personal Data from 
unauthorized access, illegal processing or 
disclosure, accidental loss, modification or 
destruction, the Controller uses appropriate 
measures that comply with applicable laws. 
These measures include technical measures 
such as selecting and configuring suitable 
computer systems, ensuring adequate 
connections and protecting data and files, as well 
as organizational measures such as restricting 
access to these systems, files and assets, 
carefully selecting and monitoring hosting and 
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uzraudzību, kā arī Pārziņa darbinieku pastāvīgu 
apmācību. 
 
 
Jūsu tiesības attiecībā uz Personas datu 
apstrādi 
 
Jums kā Datu subjektam attiecībā uz Pārziņa 
veikto Personas datu apstrādi ir noteiktas tiesības 
saskaņā ar Datu aizsardzības tiesību aktiem. 
 
Jums ir tiesības pieprasīt piekļuvi Pārziņa rīcībā 
esošajai Jūsu Personas datiem. Tomēr pirms 
šādas informācijas sniegšanas Pārzinim ir 
jāpārliecinās par Jūsu identitāti. Jums ir tiesības 
iebilst pret Personas datu apstrādi, atsaukt 
piekrišanu, pieprasīt Jūsu Personas datu dzēšanu 
vai labošanu, kā arī tiesības uz datu 
pārnesamību. 
 
Ja vēlaties pieprasīt piekļuvi saviem datiem, dzēst 
vai labot datus, iebilst pret Personas datu 
apstrādi vai izmantot savas tiesības uz datu 
pārnesamību, lūdzam sazināties ar Pārzini. 
 
Ja pārlūkojat tīmekli un nevēlaties, ka laikā, kad 
apmeklējat Pārziņa tīmekļa vietni, tiktu apstrādāti 
Jūsu personas dati, izmantojot sīkdatņu 
pakalpojumus, iesakām aktivizēt privātās 
pārlūkošanas režīmu Jūsu pārlūkprogrammā.  
 
Jums ir tiesības saistībā ar Jūsu Personas datu 
apstrādi iesniegt sūdzību datu aizsardzības 
iestādē. 
 
Jautājumi par personas datu aizsardzību 
Ja Jums rodas jautājumi par personas datu 
aizsardzību vai interese par to, kā Pārzinis 
apstrādā Jūsu Personas datus, lūdzu, informējiet 
par to Pārzini, sūtot vēstuli uz: 

▪ Pasta adresi - Malduguņu iela 4, Mārupe, 
Mārupes novads, LV-2167, Latvija; 

▪ e-pasta adresi – info@agrova.com  
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other IT service providers, as well as ongoing 
training of the Controller's employees. 
 
 
Your rights regarding the processing of 
Personal Data 
 
You, as a data subject, have certain rights in 
accordance with data protection legislation 
regarding the processing of Personal data by the 
Controller. 
You have the right to request access to your 
Personal data held by the Controller. However, 
before providing such information, the Controller 
must verify your identity.  
You have the right to object to the processing of 
Personal data, withdraw consent, request the 
deletion or correction of Your Personal data, as 
well as the right to data portability. 
 
If you wish to request access to your data, delete 
or correct data, object to the processing of 
Personal data or exercise your right to data 
portability, please contact the Controller. 
 
If you browse the web and do not want your 
personal data to be processed using cookie 
services when you visit the Controller's website, 
we recommend that you activate the private 
browsing mode in your browser. 
 
You have the right to submit a complaint with the 
data protection authority regarding the 
processing of your Personal data. 
 
Questions about personal data protection 
If you have questions about the protection of 
personal data or are interested in how the 
Controller processes your Personal Data, please 
inform the Controller by sending a letter to: 

▪ Postal address - 4 Malduguņu Street, 
Mārupe, Mārupe district, LV-2167, Latvia; 

▪ e-mail address – info@agrova.com  
 
 
 
Version 1.2., valid from January 6, 2026. 
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